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PRIVACY NOTICE 

 

We appreciate your interest in our online presence and the offers on our website. 

Your other rights, which you can exercise independently of the specific measure, can be 

found in the section entitled \’Rights of the data subject\’ at the end of this Privacy Policy. 

Transparency is also indicated therein—irrespective of the specific measure—because of 

your option of objection and revocation. 

Transfer and More FZ-LLC respects the privacy of its customers and is committed to the 

following privacy policy. Any collection, storage and processing of Personal Data will be 

conducted only in accordance with an appropriate consent that has been voluntarily, freely 

and explicitly provided, if and when required. 

 The protection of your personal data is of great importance to us. We would therefore like 

to inform you in detail in this Statement as to which data is collected during your visit to our 

website and for the use of our offers found there, and how it is processed or utilised by us 

subsequently. We also describe the accompanying protective actions that we have taken 

in terms of technical and organisational measures. 

As provided for by the GDPR, we shall inform you in accordance with Article 5 and Article 13 

of the cited Regulations, pursuant to the transparency requirement, about the nature, scope 

and purpose of the data processing as well as of the legal basis which legitimises the data 

processing. Furthermore, we shall indicate the duration of the respective data processing as 

well as your objection or revocation options, which are linked to the specific data protection-

relevant measure in each case. If no right of objection may be granted due to technical 

reasons (because the processing of the data is absolutely necessary for the technical 

operation of the website), we assure that no data on your part shall be stored by us. 

Your other rights, which you can exercise independently of the specific measure, can be 

found in the section entitled \’Rights of the data subject\’ at the end of this Privacy Policy. 

Transparency is also indicated therein—irrespective of the specific measure—because of 

your option of objection and revocation. 

Responsible office/service provider 

Name:     Transfer and More FZ-LLC (the Service Provider) 

Registered office: SMBA0332 Compass Building, Al Shohada Road, Al 

Hamra Industrial Zone- FZ, Ras Al Khaima, United Arab 

Emirates. 

Represented by    Barbara Pálmaffy 

License number:   17002720 

Account name:    Wio Bussiness 

Telephone number:    +971 54 472 6682 

Mobile number:    +36/30 309 4834 
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Email address:   info@aroundubai.com  

Website:    www.aroundubai.com  

Social media page:   www.instagram.com/aroundubai/ 

Data Protection Officer's Name: Not applicable under Article 37 of the GDPR. 

Legal basis for the processing of personal data 

If you fall under the territorial or personal jurisdiction of the GDPR, please consider the 

following: 

Insofar as we seek the consent of data subjects for the processing operations of personal 

data, Art. 6 para. 1 lit. a of the GDPR serves as the legal basis for processing of the personal 

data. 

As regards the processing of personal data which is necessary for the performance of a 

contract to which the data subject is a contractual party, Art. 6 para. 1 lit. b of the GDPR 

serves as the legal basis. This also applies to processing operations which are necessary for 

the performance of pre-contractual measures. 

Insofar as the processing of personal data is required to fulfil a legal obligation to which our 

company is subject, Art. 6 para. 1 lit. c of the GDPR serves as the legal basis. 

In the event that the vital interests of the data subject or another natural person require the 

processing of personal data, Art. 6 para. 1 lit. d of the GDPR serves as the legal basis. 

If processing is required to safeguard a legitimate interest of our company or a third party, 

and the interests, fundamental rights and freedoms of the data subject do not outweigh the 

initial interest, Art. 6 para. 1 lit. f of the GDPR serves as the legal basis for the processing. 

Data erasure and storage duration 

The personal data of the data subject shall be erased or blocked as soon as the purpose of 

the storage is no longer applicable. Moreover, the data shall be stored if such storage has 

been designated by the European or national legislator in Union regulations, laws or other 

provisions to which the responsible body is subject. Unless there is a need for further storage 

of the data for contract conclusion or contract fulfilment, the data shall be blocked or 

erased once the storage period prescribed by the indicated standards expires. 

COLLECTION OF PERSONAL DATA 

Throughout the course of conducting our business as an Destination Management 

Company, in dealing with Representatives, Partners, Suppliers, Clients, Guests of Partners & 

Clients, industry peers and contacts, and potential Partners and/or Clients, we may collect 

and process Personal Data about you. We do not collect or process any Personal Data, and 

particularly sensitive Personal Data unless permitted and required by applicable law. If and 

to the extent permitted and required by applicable law, the Personal Information we collect 

and process may include the following categories: 

• Personal Details: name; company name; country; email address; mobile telephone 

numbers; work address; work telephone numbers; web address data; IP address; instant 

messenger data (i.e. whatsapp, etc.); ethnicity; citizenship information; visa information; 

national and governmental identification information; drivers’ license information; passport 

information; bank details; birth date and birth place; and gender. If you choose to pay by 

credit/debit card we will also require these details, which will be destroyed once payment is 

taken. 

• Related Persons Information: name and contact information of dependents or 

beneficiaries (including home address; home and work telephone numbers; mobile 

telephone numbers; date of birth; gender; emergency contacts; beneficiary information; 

dependent information). 

http://www.instagram.com/aroundubai/
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METHODS OF COLLECTING PERSONAL DATA 

We may collect Personal Data by the methods listed below: 

• Exchanges of Business Cards during: 

▪ Business Meetings 

▪ Exhibitions & Events 

▪ Sales Calls 

• Inquiry through: 

▪ Website 

▪ Email 

▪ Phone call 

▪ Instant Messaging  

• Subscription to receive: 

▪ Newsletter 

▪ Marketing & Promotion emailers 

▪ Direct E-mails 

▪ Sales, Marketing & Promotion collaterals* 

*Opt-Out: If you no longer wish to be contacted for marketing purposes, you can easily 

change your mind and withdraw such consent at any time by simply clicking the unsubscribe 

link in the footer of any marketing / newsletter email you receive from us. You may also do 

so by contacting us at info@aroundubai.com. 

The user data collected through technically necessary cookies shall not be used to create 

user profiles. 

Legal basis for the processing 

Upon consent, the legal basis for the processing of personal data using cookies is Art. 6 para. 

1 lit. a of the GDPR. 

Duration of the storage, revocation and withdrawal option 

Cookies are stored on the computer of the user and transmitted thereby onto our site. 

Therefore, as a user, you also have full control over the use of cookies. By changing the 

settings in your Internet browser, you can disable or restrict the transmission of the cookies. 

Cookies that are already stored can be deleted at any time. This can also be done 

automatically. If cookies are disabled for our website, there is a possibility that not all website 

functions shall be fully usable. 

Use of Google Analytics 

Nature and scope of the data processing 

This website uses Google Analytics, a web analytics service provided by Google Inc. 

(\’Google\’). Google Analytics uses so-called \’cookies\’ – text files that are stored on your 

computer and that allow an analysis of the website use through you. The information 

generated by the cookie through your use of this website shall usually be transferred to a 

Google server in the United States and stored there. In case of activation of IP anonymisation 

on this website, your Google IP address shall however be truncated beforehand within the 

member states of the European Union or within the other contracting states to the 

Agreement on the European Economic Area. Only in exceptional cases shall the full IP 

address be sent to a Google server in the US and truncated there. Google shall use this 

information on behalf of the operator of this website to evaluate your use of the website, to 

mailto:info@aroundubai.com
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compile reports about website activities, and to provide other services associated with the 

website and internet usage to the website operator. 

The IP address transmitted by your browser within the context of Google Analytics shall not 

be merged with other data from Google. 

This website uses Google Analytics with the extension \’_anonymizeIp()\’. IP addresses shall 

therefore be processed further in a truncated manner; direct personal references can thus 

be excluded. If there is a personal reference in the data collected about you, this shall be 

excluded immediately and the personal data promptly erased. 

Purpose 

We use Google Analytics in order to analyse the use of our website and to be able to improve 

upon it regularly. We can improve our offer and make it more attractive for you as a user 

through the statistics obtained. This presents our legitimate interests. For the exceptional 

cases wherein personal information is transferred to the US, Google has European 

Commission decision (‘Adequacy Decision’) 

Third-party provider information: Google Dublin, Google Ireland Ltd., Gordon House, Barrow 

Street, Dublin 4, Ireland, Fax: +353 (1) 436 1001. 

User conditions: http://www.google.com/analytics/terms/de.html 

Overview on data protection: http://www.google.com/intl/de/analytics/learn/privacy.html 

as well as the Data Protection Statement: http://www.google.de/intl/de/policies/privacy. 

Processing operations relevant to data protection 

Collection and use of your data through visiting our website 

In general, it is not necessary for you to provide personal data for the informational use of 

our website. Rather, in this case, we collect and use only that of your data which your Internet 

browser has transmitted to us automatically, such as: 

Information about the browser type and the version used 

Operating system of the user 

Internet service provider of the user 

IP address of the user 

Date and time of access 

Websites via which the system of the user reaches our website 

Websites that are accessed by the user\’s system via our website 

This data is not stored together with other personal data of the user.  

The purpose of data processing 

If you wish to look at our website, the collection of the above data is technically necessary 

in order to show you our website, and to ensure stability and security. 

This also presents our legitimate interest in data processing for this purpose in accordance 

with Art. 6 para. 1 lit. f of the GDPR. 

Legal basis 

The collection is lawfully carried out in accordance with Art. 6 para. 1 lit. f of the GDPR. 

Duration of the data processing 

http://www.google.de/intl/de/policies/privacy
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The data shall be erased as soon as it is no longer necessary for achieving the purpose of its 

collection. In case of data collection for website deployment, such is the case if the 

respective session has ended. 

Objection and revocation option 

The collection of the data for website deployment is compulsory for the operation of the 

website. There is no option of objection in this respect. 

Email communication    

Description of the nature and scope of the data processing 

In the case of email communication via the email address displayed on our website, we 

collect, process and store personal data such as the surname, first name, title where 

applicable, postal address, email and IP address of the user, as well as the date and time of 

registration, in order to provide the respective services, to get in contact, to process your 

enquiry and in the event that follow-up questions arise. 

When making contact via the provided email address, the personal data of the user which 

is submitted along with the email shall be stored. 

There is no disclosure of data to third parties in this context. The data is used exclusively for 

processing of the conversation. 

The purpose of data processing 

When contact is made via email, the required legitimate interest in data processing is present 

in this case as well. 

Legal basis for the data processing 

Art. 6 para. 1 lit. f of the GDPR is the legal basis for processing the data which is sent as part 

of an email. If the email contact is aimed towards the conclusion of a contract, the 

additional legal basis for the processing is Art. 6 para. 1 lit. b of the GDPR. 

Duration of the storage 

The data shall be erased as soon as it is no longer necessary for achieving the purpose of its 

collection. In terms of personal data that has been sent via email, such is the case if the 

respective conversation with the user has ended. The conversation is ended when it can be 

inferred from the circumstances that the relevant issues have finally been clarified. The 

personal data additionally collected during the sending process shall be erased after a 

period of seven days at the latest. 

Objection and revocation option 

If the user gets in contact with us by email, he/she can object to the storage of his/her 

personal data at any time. In such a case, the conversation can no longer continue. All 

personal data that has been stored over the course of making contact shall be erased in 

such a case. 

Security notice 

With regard to making contacting by email, we would like to note that data transfer over 

the Internet presents issues with security holes in email communication and cannot be 

completely protected against access by third parties. Personal data in the framework of 

email communication shall usually be transmitted from your computer via an unsecured 

connection over the Internet. Information that you send unencrypted by email could be 

read, stored and misappropriated by third parties along the way. We would therefore like to 

point out that no confidential information should be sent to us without the use of an 

encryption program. 



6 

 

Use of cookies 

Nature and scope of the data processing 

Our website uses cookies. Cookies are text files that are saved in the Internet browser or by 

the Internet browser on the computer system of the user. When a user visits a website, a 

cookie may be stored on the operating system of the user. This cookie contains a 

characteristic string which enables a clear identification of the browser when re-visiting the 

website. 

We use cookies to make our website more user-friendly. Some elements of our website 

require that the calling browser is identifiable even after a page break. 

The purpose of the processing 

The purpose of using technically necessary cookies is to simplify the use of website for users. 

Some functions of our website cannot be offered without the use of cookies. For these, it is 

necessary that the browser is recognised even after a page break. This presents our 

legitimate interest in data processing. 

Social plug-ins 

Nature and scope of the data collection 

We currently use the following social media plug-ins: Facebook, YouTube and Instagram. We 

also use the so-called two-click solution. This means that when you visit our site, generally no 

personal data is initially passed on to the providers of the plug-ins. The provider of the plug-

in can be identified by the marking on the box above its initial letter or logo. We give you the 

opportunity to communicate directly with the provider of the plug-in via the button. Only 

once you click on the marked field thereby activating it, shall the plug-in provider receive 

the information that you have accessed the corresponding website of our online offering. In 

addition, the following data is transmitted: 

• IP address 

• The date and time of access 

• Time zone difference to Greenwich Mean Time (GMT) 

• Content of the request (concrete page) 

• Access status/HTTP status code 

• The transmitted amount of data in each case 

• Website from which the request comes 

• Browser 

• Operating system and its interface 

• Language and version of the browser software 

Processing operations relevant to data protection 

be assigned directly to your existing account with the plug-in provider. If you press the 

activated button and, for instance, link the page, the plug-in provider shall also store this 

information in your user account and share it publicly with your contacts. We recommend 

that you log out regularly after using a social network, especially so before activating the 

button in order to avoid any association of your profile by the plug-in provider. 

Further information on the purpose and scope of the data collection and its processing by 

plug-in providers can be found in the data protection statements of these providers as listed 

below. There you can also find more information about your related rights and configuration 

options for the protection of your privacy. 

Google Inc., 1600 Amphitheatre Parkway, Mountainview, California 94043, USA: 

https://www.google.com/policies/privacy/  

YouTube, LLC, 901 Cherry Ave., San Bruno, CA 94066, USA.  

https://www.google.com/policies/privacy/
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X Corp. 1355 Market Street, Sulte 900, San Francisco, CA 94103, 

USA,  https://twitter.com/privacy  

Instagram LLC., 1601 Willow Road, Menlo Park, CA 94025, USA, 

https://help.instagram.com/155833707900388 és  

Meta Platforms Ireland Ltd., 4 Grand Canal Square Grand Canal Harbour Dublin 2 Ireland, 

https://www.facebook.com/privacy/explanation 

A  summary of your data protection rights 

How can you request information about the management of your personal data? 

Upon your request, the Data Controller provides information about your data managed by 

the Data Controller or processed by the Data Controller (or a data processor commissioned 

by the Data Controller). Thus, about their source, the purpose, legal basis, and duration of 

the data processing, the name and address of the data processor and its activities related 

to data processing, the circumstances, effects of the data protection incident and the 

measures taken to prevent it, and - in the case of transmission of the personal data of the 

data subject - the legal basis and recipient of the data transmission. The Data Controller will 

fulfill its tasks for providing information within 30 days of receiving your request. 

The request for information sent by letter is considered authentic by the Data Controller if the 

user can be clearly identified based on the sent request. The Data Controller considers a 

request for information sent by e-mail as authentic only if it is sent from the user's e-mail 

address, but this does not preclude the Data Controller from identifying the user in other ways 

before providing the information. In order to fulfill the request, the Data Controller is obliged 

to make sure that the person entitled to do so wishes to enforce the data subject's rights. For 

this - in justified cases - it may also be necessary for the data subject to appear in person at 

the headquarters of the Data Controller for the purpose of personal identification. 

When can you request correction of your data? 

If you or the Data Controller notices that the personal data it manages is inaccurate, 

incorrect or otherwise inadequate, either at your request or as a result of the Data Controller's 

own action, the Data Controller will correct the incomplete or incorrect data. 

When do you have the right to have your personal data deleted? 

You can request the permanent and irretrievable deletion of your personal data at any time 

if your data is processed by the Data Controller based on your consent. In the case of data 

processing for the legitimate interests of the Data Controller or you, as well as for the 

fulfillment of mandatory legal storage and preservation obligations, the Data Controller 

cannot delete your data. The Data Controller deletes personal data at the same time as the 

purpose of data management ceases. The Data Controller also deletes the data if it is 

proven that the processing of the data is illegal for some reason, or if its deletion is legally 

ordered by an authority or a court. 

When do we need to lock your personal data? 

At any time, you can request that the data processing be restricted for certain parts of the 

data you have provided to the Data Controller, or for all data. In the event of a request for 

data deletion, the Data Controller will not delete but block the data if data deletion would 

harm your legitimate interests. The Data Controller only manages the locked data as long as 

the purpose that caused the blocking exists, after which the locked data will also be deleted. 

How can you withdraw your consent to the processing of your personal data? 

You have the right to withdraw your consent to the processing of your personal data at any 

time. The Data Controller considers the withdrawal of consent sent by letter to be authentic 

https://twitter.com/privacy
https://help.instagram.com/155833707900388
https://www.facebook.com/privacy/explanation
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if the user can be clearly identified based on the sent request. Withdrawal of consent sent 

by e-mail is considered authentic by the Data Controller only if it is sent from the user's e-mail 

address, but this does not preclude the Data Controller from identifying the user in other ways 

before providing the information. 

Where can you go with your complaint? 

You have the right to submit your complaint about data management to Transfer and More 

FZ Limited Liability Company. 

Telephone numberr:  +971 54 472 6682 

Mobile:    +36/30 309 4834 

Email address:   info@aroundubai.com 

How can you go to court if we have violated your rights? 

You have the right to go to court in connection with data management. The Court is 

competent for the lawsuit, and you can submit your claim against the Data Controller to the 

court of your place of residence. The court will consider your request in an extraordinary 

procedure. 

How do we get your personal data? 

You provide your personal data to the Data Controller. If the data did not come from you, 

the Data Controller will immediately delete the document illegally submitted to the Data 

Controller, along with its entire data content, upon your request. 

What do we do to keep your personal data secure? 

The Data Controller tries to guarantee the security of the data in the manner expected of it 

and with the technical means at its disposal, and takes all necessary steps to this end, 

including strictly limiting access to the data. 

This Privacy Notice was issued on 15.01.2024. 

mailto:nfo@aroundubai.com

